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1 Introduction 

 
The aim of this thesis is to explore the topic regarding the potential negative effects of 
Fintech elements such as blockchain & cryptocurrencies, alternative payment methods 
and investment & banking on the global financial services sector exemplified through the 
experiences of the EU, India and the USA. This topic is significant and relevant due to 
the fact that the financial system and services influence many important aspects of peo-
ple’s daily lives and are used to complete even the smallest of transactions. 
 
Majority of the reviewed literature, academic journals and consulting reports appear to 
focus mainly on the positive characteristics and benefits of Fintech and rarely speak of 
its potential negative effects. Therefore, I decided to research this topic and determine 
the possible negative effects of Fintech’s blockchain & cryptocurrencies, alternative pay-
ment methods and investment & banking elements on the global financial services sector 
by focusing on examples from the EU, India and the USA. 
 
For that purpose, I start with summarizing the reasons why both themes are a vital part 
of my research, i.e. why are they important and relevant to people in the EU, USA and 
India nowadays. Afterwards, the paper continues with an explanation of the terms ‘Fi-
nancial intermediaries’ and ‘Fintech’ (elements: blockchain & cryptocurrencies; alterna-
tive payment methods and investment & banking) and then continues with examining 
how Fintech start-ups, which contain the aforementioned elements influence the incum-
bents in the financial services sector. In addition, the reasons behind the fast develop-
ment and expansion of these Fintech elements are addressed. Afterwards, the paper 
proceeds with showing empirical evidence of the growing importance of the Fintech el-
ements mentioned above. The literature review is then finalized by identifying the po-
tential negative effects of Fintech and the reason for their existence. 
 
The literature review is followed by the description of the analytical framework and meth-
odology used for collection and analysis of the relevant information and data presented 
in the literature review and utilized in an attempt to answer the research question ‘Could 
lack of proper regulation of Fintech lead to potential negative effects on the global fi-
nancial services sector?’ After introducing the analytical framework and methodology 
that serve the purpose of showing that despite of the benefits it brings, Fintech has 
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potential negative effects on the global financial services sector, I present the findings 
that are relevant for answering the research question mentioned above.   
 
Afterwards, the thesis continues with a discussion and analysis of the research findings 
including the reasons for the expansion of Fintech, the current status of the addressed 
elements of Fintech in the EU, USA and India and the potential negative effects of 
Fintech. Finally, the paper ends with a conclusion regarding the potential negative effects 
of Fintech on the global financial services sector, potential prevention methods for those 
effects and recommendations for further research considering the limitations and con-
straints of my own research. 
 

2 Literature review 

2.1 Relevance of the research topic and question 

 

A strong financial system is one of the main pillars of a developed and stable society (de 
Haan et al. 2015: 5). Without a fully-functional financial system it would be very difficult 
for investors and savers to find one another and exchange funds safely (de Haan et al. 
2015: 6). Financial intermediaries are important for the modern societies worldwide be-
cause they are components of the financial system and provide financial services, which 
affect every area of people’s lives.  
 
The economist John Kay (2010: 7-8), explores the utilitarian aspect of financial services 
and states that they are far too important for the contemporary society. This statement 
is supported by the fact that majority of legal business transactions need to first pass 
through a financial intermediary before reaching their destination in order to mitigate 
the risk of asymmetric information and moral hazard (Krugman 2009: 154-160; 
Pouryousefi & Frooman 2017: 163-182). Therefore, in the past three decades using fi-
nancial services provided by traditional institutions has become a necessity rather than 
a choice.  
 
However, in the last few years technology has been developing at a rapid pace and has 
also found its way into the financial services sector. It even managed to establish a 
separate segment known as Financial technology or Fintech and influence the way in 
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which business is conducted in the global financial services sector. Thus, the potential 
negative effects Fintech may have on the sector are relevant and worthy of research. 
 
Given the fact that the global financial services sector is a very broad concept, for the 
purpose of this research I simplified it to only include examples from the EU, the USA 
and India. In order to facilitate the understanding of this research I use the next two 
subsections of chapter 2 to define the meaning of the terms ‘Financial intermediaries’ 
and ‘Fintech’ in relation to this research. 
 

2.2 Defining ‘Financial intermediaries’ 

 

Financial intermediaries are generally defined as private companies or public institutions, 
whose main function is to provide financial services to natural and legal persons 
(Rosen 2013: 625). The financial services provided by such organisations can be basic 
such as the possibility for depositing and saving money or more complex such as lending, 
investing, borrowing money and offering financial advisory and asset/wealth manage-
ment services (ECB 2017). However, the most important functionality of financial inter-
mediaries is the handling of financial transactions on behalf of their clients i.e. facilitating 
the process of conducting and/or receiving payments (Rosen 2013: 625-628). Through 
the aforementioned functions and processes, financial intermediaries create liquidity, 
which has a positive influence on the development of the economy (Mohammad 2014: 
2-3).  
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2.3 Defining ‘Fintech’ 

 

In the past decade, Fintech managed to establish itself as a separate segment within the 
financial services sector. The main players in this segment are companies (usually start-
ups), that render financial services similar or identical to the ones rendered by traditional 
financial intermediaries. However, unlike the traditional financial services providers, com-
panies within the Fintech segment relay almost exclusively on employing state-of-the-
art technology and internet-based software, in order to fulfil their clients’ needs (PwC 

2016: 3). 

 

Nonetheless, the Fintech segment includes many elements, which according to Dortfleit-
ner et al. (2017: 34-36) can be “loosely” categorized into four main segments i.e. “fi-
nancing”, “asset management”, “payments” and “other Fintechs”. The four main seg-
ments along with their elements are visible in figure 1, below. 
 
 

 
Figure 1. Segments and elements of Fintech (Dortfleitner et al. 2017: 37). 
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Due to the complexity of both the financial services sector and Fintech as a segment and 
due to the limited research resources, this thesis only focuses on the following three 
elements of Fintech: blockchain & cryptocurrencies, alternative payment methods and 
investment & banking. The reasons why I limit the research to only three Fintech ele-
ments is the complexity of the topic and the fact that most relevant information and data 
regarding Fintech is available for the aforementioned elements. In order to provide a 
better insight into all of the Fintech elements included in the research and help determine 
the possible negative effects of Fintech, explanations for those elements will be provided 
in the next three sub-subsections of this thesis. 
 

2.3.1 ‘Blockchain and Cryptocurrencies’ as an element of Fintech 

 
Cryptocurrencies can be used as means of payment just as regular money issued by 
central banks is and it can be also saved and exchanged (Dortfleitner et al. 2017: 45-
47). All of this is possible without the use of financial intermediaries as a result of a 
highly developed technology called blockchain (Dortfleitner et al. 2017: 45-47). In her 
article, “Blockchain technology and decentralized governance: Is the state still neces-
sary?”, Atzori (2017: 45-46) gives the following definition with regards to blockchain 
technology:  
 
“In overly concise terms, we can define the blockchain as a database that contains all the trans-
actions ever executed in a peer-to-peer network. It consists of a permanent, distributed digital 
ledger, resistant to tampering and carried out collectively by all the nodes of the system. The 
formidable innovation introduced by this technology is that the network is open and participants 
do not need to know or trust each other to interact: the electronic transactions can be automat-
ically verified and recorded by the nodes of the network through cryptographic algorithms, with-
out human intervention, central authority, point of control or third party (e.g. governments, 
banks, financial institutions or other organizations). Even if some nodes are unreliable, dishonest 
or malicious, the network is able to correctly verify the transactions and protect the ledger from 
tampering through a mathematical mechanism called proof-of-work, which makes human inter-
vention or controlling authority unnecessary. “  
 
 (Atzori 2017: 45-46).  
 
 
Based on the aforementioned definition, it can be determined that the main purpose of 
blockchain technology is to completely eliminate the need for an intermediary in favour 
of a “decentralized peer-to-peer network“  (Atzori 2017: 46). Currently, blockchain is 
used mainly for the creation and maintenance of cryptocurrencies such as the globally 
known Bitcoin, which has shaken up the financial markets, especially in the past few 
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months. Cryptocurrencies like Bitcoin allow people to conduct and receive payments 
online without the interference of a third party and unlike currencies issued by states’ 
central banks that have a physical format, cryptocurrencies exist only in digital format 
(Sahoo 2017: 54).  
 
In addition, the supply of fiat currencies is controlled by the government, whereas cryp-
tocurrencies have a fixed number of “currency units” (Sontakke & Ghaisas 2017: 12-13). 
Due to the limited supply, cryptocurrencies are considered to be scarce assets and this 
trait increases their value on the financial markets (Sontakke & Ghaisas 2017: 12-13). 
Nonetheless, blockchain technology can be utilized for many other purposes, which go 
beyond the general public’s understanding due to the exponential development of the 
aforementioned technology and people’s inability to fully comprehend it (Pasztor 2018: 
32).  
 

2.3.2  ‘Alternative payment methods’ as an element of Fintech 

 

Alternative payment methods generally refer to mobile and online payment solutions 
that are provided by Fintech companies (Dortfleitner et al. 2017: 46). In order to be able 
to utilize such solutions, people need to possess a smartphone or a computer and have 
access to the internet. The users of these solutions can make money transfers and pay-
ments quickly, seamlessly and at an acceptable price (Dortfleitner et al. 2017: 46-47). 
The transactions are usually peer-to-peer and they are conducted in real-time (Dortfleit-
ner et al. 2017: 46-47). This attribute gives Fintech companies a competitive edge over 
traditional financial intermediaries. In addition, the emergence of the aforementioned 
alternative and seamless payment solutions is affecting the behaviour of consumers, 
which start to prefer digital channels when dealing with money transactions instead of 
visiting the ‘physical locations’ of financial intermediaries (Canaday 2017: 16-17). 
 
As a result of the fast development of technology, traditional financial services providers 
are under pressure to make changes in their corporate strategies and invest more capital 
into the development of both their IT and Human resources in order to be able to remain 
competitive in the payments business (Canaday 2017: 17). Nonetheless, Fintech com-
panies would also need to enhance their services, so that they are able to better satisfy 
consumers’ needs (Canaday 2017: 17). 
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2.3.3  ‘Investment and banking’ as an element of Fintech 

 

Almost every individual in the contemporary world is familiar with the concepts of in-
vestment and banking. However, with the quick development and expansion of technol-
ogy, the traditional investment and banking business is undergoing changes as new 
Fintech companies are emerging, entering the market and increasing the competiveness 
of the sector (Vasiljeva & Lukanova 2016: 25). For the purpose of this research invest-
ment & banking services exclude payment methods and focus on financial advisory, asset 
and wealth management services, because alternative payment methods are treated as 
a separate element in sub-subsection 2.3.2. 
 
Namely, some Fintech companies are able to offer advisory and asset management ser-
vices at a cheaper rate than traditional banks and investment firms due to the partial or 
complete automatization of their operations (Dortfleitner et al. 2017: 43). Whilst some 
experts in the financial sector claim that Fintech companies make the investment and 
banking business more transparent, accessible and customized (Dortfleitner et al. 2017: 
46-47), others counter this claim by stating that Fintech companies are failing to comply 
with regulations and discourage the general public from using the services provided by 
Fintech companies (Vasiljeva & Lukanova 2016: 32). 
 
Nonetheless, the investment and banking services provided by Fintech companies seem 
to appeal to the general public and especially to ‘Millennials’, who prefer to handle their 
finances online rather than face-to-face (Thompson, 2017: 7). In her journal, Thompson 
(2017: 8-9) refers to online services offered by non-traditional financial intermediaries 
i.e. Fintech firms and there is no mention of online services offered by traditional banks. 
Despite the noticeable shift in consumers’ preference, there are still many people that 
are more comfortable with handling their finances face-to-face rather than via digital 
channels (Konigsheim, Lukas & Noth, 2017: 345-350). 
 
Whilst section 2.3 dealt with the general definition of Fintech and explanations regarding 
its elements, section 2.4 discusses the influence that Fintech has on the traditional fi-
nancial intermediaries. 
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2.4 Influence of the Fintech start-ups on the traditional financial intermedi-
aries 

 

Fintech companies have yet to establish themselves as an influential force in the financial 
services sector (Nicoletti 2017: 5-6). According to Gomber et. al (2018: 226-227), the 
segment has started to attract sizeable investments, which are expected to increase in 
the future as more technology is deployed in the financial services operations. 
 

The potential of Fintech can be seen in Figure 2, which demonstrates that the amount 
of funds invested in Fintech companies has been growing exponentially in the past few 
years on a global level. The figure also shows the volume of Fintech investment deals 
that have been concluded in the period between 2010 and 2017. 
 
 

 
Figure 2. Global Fintech Financing Activity 2010-2017 (Accenture 2018: 1).  

 

The data provided in Figure 2, shows that Fintech is a segment of the financial services 
sector that is still in its infant stage and far more investment is required if Fintech start-
ups are to compete with traditional, cash rich and politically influential financial services 
providers (Bugrov et al. 2017: 2-3). Despite this, the global traditional financial services 
providers need to pay attention to the development of Fintech and try to update and 
improve their strategies and services and protect themselves from losing market share 
to Fintech companies (Bugrov et al. 2017: 2-3). Additional evidence for the potential of 
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Fintech is the general public’s increased investment in blockchain and cryptocurrencies 
through Initial Coin Offerings (ICOs). In their article “Switzerland: Initial coin offerings” 
,Reutter and Flühmann (2017:1) give the following definition about ICOs: 
 
“ICOs are a digitalised method of raising capital in which an organisation issues tradable digital 
units (tokens) to finance a specific project or to develop it further. They are exclusively used to 
fund early stage projects of startups, often without a clear track record and with unclear success 
probability. In the course of the offering, the investor receives a token from the issuing organi-
sation in exchange for cryptocurrencies (for example, bitcoin) or standard currencies (also re-
ferred to as fiat money).”   
 
(Reutter & Flühmann, 2017: 1) 
 
 
For the purpose of this research, the focus is mainly put in ICOs, which are centered 
around blockchain and cryptocurrencies. Figure 3, below displays the number of ICO 
projects for 2017, based on the region of the legal entity and the region of the entity’s 
CEO or Founder (Atomico 2017: 10). 
 
 

 
 
Figure 3. Number of ICOs by region of legal entity and region of CEO or Founder (Atomico 2017: 
10).  

 
Disregarding the unknown category, leaves Europe as the leading region both in number 
of ICO projects by region of legal entity and in number of ICO projects by region of CEO 
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or Founder (Atomico 2017: 11). North America and Asia lag behind on the second and 
third place. Another interesting fact is that 40 percent of all ICOs in the region of Europe 
are actually based in the countries of the EU (Atomico 2017: 11). This shows that the 
population of the EU is open and willing to invest in the development of Fintech and 
especially of blockchain technology and cryptocurrencies. 
 
According to Deloitte’s (2017: 3) research, the number of newly founded Fintech com-
panies worldwide has been increasing exponentially in the period between 2008 and 
2014. Nonetheless, the number of Fintech companies founded per year has decreased 
in the period between 2015 and the first quarter of 2017 (Deloitte 2017: 3). The afore-
mentioned data is visible in Figure 4, below. 
 
 

 
Figure 4. Number of Fintech companies founded per year 2008-2017 on a global level, categorized 
by segments (Deloitte, 2017: 3-4).  

 
 
The data presented above shows that highest number of Fintech companies founded, 
were categorized in the banking and capital markets segment, which includes the pay-
ments element.  
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Based on these numbers it appears that consumers are responding to the changes in 
the financial services’ ecosystem and may try to bypass traditional financial intermediar-
ies in favour of Fintech start-ups when payments are in question (Deloitte 2017: 3-4). 
Figures 2 to 4 above show only a small part of the potential of Fintech companies in-
volved with the elements that are being examined in this thesis (blockchain & cryptocur-
rencies, payments and investment & banking). 
 
In his book, “Breaking Banks: The Innovators, Rogues and Strategists rebooting Bank-
ing” (2014: 240-250), King states that Fintech disruptors’ modi operandi include deep 
analysis of the traditional intermediaries’ processes, operations and strategies worldwide 
and attempts to develop services which are “a complete opposite” to the ones provided 
by the traditional financial intermediaries with the additional benefit of an affordable 
price (King 2014: 240-250). 
 
These types of actions could influence banks and other traditional financial services in-
stitutions by either undermining their profitability or providing a common ground for 
building collaborative partnerships, which would help the capital-rich traditional financial 
intermediaries gain access to the best technology and state-of-the-art software, whereas 
the small Fintech start-ups would get the capital needed for investing in new projects 
and developing better services for the consumers worldwide (Bugrov et al. 2017: 2-3). 
Additionally, around 80 percent of traditional financial intermediaries worldwide believe 
that development and expansion of Fintech is putting the profitability of their business 
at risk (PwC 2017: 5). 
 
Despite the fact that Fintech is still a young segment it already started influencing the 
traditional incumbents. However, in order to better comprehend why Fintech started 
having influence on the global financial sector, the reasons for its development and ex-
pansion need to be known. Therefore, the next subsection of this thesis paper examines 
those reasons.  
 
 
 
 

 
 



 

 

13 

2.5 Reasons behind the quick development and expansion of Fintech 

 
The rationale behind the emergence and development of Fintech is a result of multiple 
trends such as decline of populations’ trust in the financial system, change in consumer 
behaviour that comes with change in generations and level of digitalization (Nicoletti 
2017: 4). In order to better comprehend Fintech’s existence and the impact it has on 
the global financial sector it is important to also to know the reasons why Fintech ap-
peared in the first place. To better explain the reasons a comparison is drawn between 
the aforementioned trends in the EU, USA and India. Other political entities are not 
considered due to time and resources constraints. 
 

Firstly, the populations’ trust in the financial system is explored since financial systems 
are based on the population’s trust in them (de Haan et al. 2015: 7-10). This is also the 
case with the financial system established by the EU, whose member countries were first 
crippled by the financial crisis of 2008 and the Great recession that followed afterwards 
(de Haan et al. 2015: 54-60). Due to the fact that too many European banks were both 
indirectly and directly involved in causing the crisis, EU citizens’ trust in the financial 
system and intermediaries declined dramatically (Petrakis et al. 2013: 274). Evidence for 
the growing mistrust of EU citizens in the financial system can be seen in Figure 5 on 
the following page, which displays the results of the Eurobarometer from 2017 (ECB 
2017). 
 
The EU is taken as an example in this research due to its political and economic signifi-
cance on a global level and due to the fact that along with the USA was one of the 
geographic and political regions that were affected the most by the crisis of 2008 and 
the re-cession that followed afterwards. Similar to India, it consists of 27 member coun-
tries, which have ethnic, religious, linguistic and economic differences (Azam & Bhatia 
2017: 205-207). 
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       Figure 5. Level of EU citizens’ trust in the ECB (ECB 2017). 

 
 
Figure 5 represents the net trust that EU citizens have in the institutions, including the 
European Central Bank (ECB 2017). The results have been calculated by determining the 
difference between the percentage of survey respondents that trust the institutions and 
the percentage of respondents, that mistrust the institutions (ECB 2017). The results 
shown in the figure are defeating, because the Eurobarometer recorded them after the 
EU and the ECB decided to implement tighter regulations regarding the operations of 
financial institutions, in order to increase the transparency and protect both savers and 
investors from losing even more assets in another potential crisis (ECB 2017). 
 
A similar trend seems to appear in the USA according to Gallup’s latest poll from May 
2013. The reason why the USA is taken as an example in the research is because it has 
the most sophisticated and complex financial system and like the EU it has an enormous 
political and economic significance on a global level and it was one of the geographic 
and political regions that were affected the most by the crisis of 2008 and the re-cession 
that followed afterwards. The USA is also similar to India as both entities represent 
federations consisting of many states which have economic differences (Azam & Bhatia 
2017: 205-207). 
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Only a third of the US citizens that took part in the poll believe that the Federal reserve, 
the country’s central bank “is doing a good or excellent job” (BBC News 2015). The 
results of the poll can be seen in Figure 6. 
 
 

 
    Figure 6. Level of US citizens’ trust in the Fed (Gallup 2013). 

 
 
The results shown in Figure 6 appear to be a consequence of the subprime mortgage 
crisis that hit the USA in 2008 and was to a greater extent, caused by “too big to fail” 
financial institutions such as Merrill Lynch, Citigroup, AIG, Goldman Sachs etc. (de Haan 
et al. 2015: 61). All of these institutions took very large and uncalculated risks (de Haan 
et al. 2015: 54-60). Their large appetite for high returns on their investments appears 
to have clouded their judgement and whilst trying to satisfy it, they failed to account for 
the risk associated with those high returns (Stan and McIntyre 2012: 19-20).  
 
Due to their risk mismanagement, these financial institutions incurred astounding losses 
and they were obliged to seek assistance from the US government, which at the end 
had to bail them out using the money of US taxpayers, because it recognized that these 
financial companies were simply too important for the economy and hence needed to be 
saved (Pajarskas & Jociene, 2014: 85-90). 
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The emerging economies (EMEs) of Asia were also affected by the global economic crisis 
of 2008 (Glick & Spiegel 2009: 10-15). However, their exposure was not as big as the 
one of the USA and the Eurozone, because they had entered the crisis with better “fiscal 
and external debt positions, foreign exchange reserves and more resilient banking sec-
tors” (Glick & Spiegel 2009: 12).  
 
Whilst, the USA and the Eurozone tackled challenges such as the subprime mortgage 
and the sovereign debt crises, the Asian EMEs did not have such problems (Glick & 
Spiegel 2009: 12). Nonetheless, due to increased globalization and interconnectedness 
between all three regions, they faced sharp declines in the capital markets, credit avail-
ability and international trade, which later resulted in a slow-down of their economic 
growth (Glick & Spiegel 2009: 12). 
 
For the purpose of this research the credibility and work of the Reserve Bank of India 
(RBI) will be examined. Due to time and resources constraints, it was not possible to 
include more than one country from Asia in this research. However, India is a suitable 
Asian representative as it exemplifies both vast potential in terms of human and natural 
resources and underdevelopment from a socioeconomic aspect (Rao 2017: 55-56). In 
addition, it has similarities with both the USA and the EU, because it is a federation that 
consists of various states, which have ethnic, religious, linguistic and economic differ-
ences (Azam & Bhatia 2017: 205-207).  
 
Despite the difficult circumstances, India was able to recover quickly and endure the 
global economic crisis of 2008, better than most other countries worldwide as a result 
of its conservative “banking rules and regulation framework” (Goyal & Joshi 2012: 19-
22). On account of this policy the banking sector in India is regarded as mature and the 
balance sheets of the banks are “clean, strong and transparent’’ (Goyal & Joshi 2012: 
19-22). Therefore, the citizens of India did not lose confidence in their financial system 
and the credibility of the RBI did not decline (Glick & Spiegel 2009: 10-15). 
 
Although no direct statistics are available regarding Indian citizens’ trust in the RBI, 
indirect data shows that at the beginning of the 2010s the banking sector in India faced 
a surge in frauds, which appears to indicate a loosened regulation of the financial ser-
vices sector in terms of security and data privacy (Kaveri 2014: 15-17).  
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The increase in fraudulent cases related to the financial services sector is visible in Figure 
7, situated below. 
 

 

 
Figure 7. Number of fraud cases in the financial services sector, including the amount of stolen 
money calculated in domestic currency i.e. INR (Kaveri 2014: 17). 

 

 

The figure above shows that in the period before 2004, the number of fraudulent cases 
in the financial services sector was much smaller (Kaveri 2014: 15-17). Nonetheless, as 
time passed the amount of frauds increased exponentially and the highest number of 
recorded fraud cases amounted to 20072 in the period between 2009 and 2010 (Kaveri 
2014: 15-17). This data indirectly puts the credibility of the country’s financial system 
into question, due to the fact that regulators were not able to prevent this kind of fraud-
ulent behaviour by improving India’s monetary policy and legislation regarding the op-
eration of financial services institutions.  
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Nonetheless, the crisis and the recession in all three regions i.e. the EU, the USA and 
India did not only have negative repercussions and effects, but they also brought dis-
ruption and innovation in the financial services sector, which catalyzed the development 
and expansion of Fintech (Zhang et al. 2015: 60-76). 
 
Fintech start-ups, especially those using blockchain technology have provided the agility, 
freedom and access to faster and more affordable financial services that traditional fi-
nancial institutions lack, through the clever utilization of the internet and development 
of high-end software (Skan et al. 2015: 3). Hence, the term “digital revolution” coined 
by Skan et al. in Accenture’s report from 2015 is suitable when discussing the develop-
ment and expansion of Fintech. This so called “digital revolution” was ignited by the 
increased level of digitalization (BBVA Research 2017: p.5).  The level of digitalization is 
measured by a digitalization index, which has been calculated on the basis of the follow-
ing components: “existing levels of digital infrastructure, costs, regulation, private users’ 
adoption, enterprises’ adoption and digital content” (BBVA Research 2017: 6-9). The 
digitalization indices for the US, the EU and India, can be seen in Table 2, on the follow-
ing page. 
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Table 1. BBVA Digitalization index 2015 (BBVA Research 2017: 9).  

 

 
According to Table 1 above, the USA has a digitalization of 0.92. This means that it is 
close to reaching its full potential in terms of digitalization as defined by the variables of 
the aforementioned digitalization index. Although Luxembourg is the leading country in 
the table with a digitalization index of 1.00, the average digitalization index for the EU-
27 amounts to 0.62, which means that the level of digitalization varies among different 
EU member countries (BBVA Research 2017: 6-9).  
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India, on the other hand is lagging far behind the USA and the EU with a digitalization 
index of 0.29 and it ranks 83rd on the list (BBVA Research 2017: 6-9). These numbers 
show that certain countries within the EU and India still have a lot of unused potential 
when it comes to digitalization of services. 
 
Nonetheless, the global economic crisis and the digital disruption are not the only reason 
for the quick development and expansion of Fintech. Another factor, which affected the 
aforementioned process is the change in consumer behaviour that comes with the 
change of generations. Nowadays, millennials represent 24 percent of the population in 
all EU member countries and they are considered as more ‘frugal’  than their X-genera-
tion parents (Suddath 2014: 5). Similarly, US millennials make up 25 percent of the 
overall US population (US Census Bureau 2015). India, surpasses both the US and the 
EU as millennials represent approximately 30 percent of the overall population, making 
India the country with the biggest number of millennials in the world (UN Stats 2017). 
 
The term ‘millennials’ may bring a certain confusion, because sometimes it is used to 
describe people born between 1980-1994, whereas in other cases it is used to describe 
people born between 1982-2004. However, the sources of this thesis include statistics 
that is commonly used in the market segmentation of the financial services industry, 
which classifies people born between 1980-2000 as millennials. After clarifying the pa-
rameters for millennials as a demographic group, this part of the research paper will 
proceed by evaluating whether millennials are really that important for the financial ser-
vices sector as potential customers. 
 
From the research conducted thus far, some analysts have determined that as custom-
ers, millennials “prioritize access over ownership” and they appear to value experience 
over material objects (Suddath 2014: 5). Due to the fact that they belong to a group of 
digital natives they prefer to handle as many of their purchases online and they look for 
a bundle of easily accessible services and products at affordable prices (Suddath 2014: 
5). In addition, millennials search for similar service or product characteristics in regards 
with the management of their personal finances (Davies et al. 2016: 5-7). 
 
Other analysts, consider millennials to be “financial novices”, who “do not have long term 
investment plans and are more interested in basic banking like having a checking and 
savings account” (Efma & Oracle Financial Services Software Limited 2010: 4). 
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 Efma and Oracle’s joint report from 2010, also shows that millennials would rather spend 
money in the present than save for future endeavours. This statement is contradictory 
to Suddath’s (2014: 5) statement that millennials are more “frugal” than their predeces-
sors. Thus, it becomes more complicated to determine whether millennials are more 
interested in utilizing Fintech start-ups to reduce their financial services’ costs or remain-
ing loyal to the traditional financial services’ providers, who have significantly more as-
sets and liquidity and are able to provide more credit to satisfy millennials’ need for 
current spending. 
 
However, both Efma & Oracle (2010: 12) and Suddath (2014: 6) agree that millennials 
as a segment, are more “demanding and have greater expectations” than their grand-
parents and parents in terms of the price and quality of the services/products they pur-
chase. In addition, they are better connected because of growing up with the develop-
ment of the internet, the social media and the mobile technology (Efma & Oracle Finan-
cial Services Software Limited 2010: 12). Therefore, millennials are able to use their 
knowledge of these three phenomena to influence society and start altering the way 
business is conducted in the financial services industry. 
 
Nonetheless, it is very important to take into account that the remaining 76 percent of 
the population in the EU, 75 percent of the population in the USA and 70 percent of the 
population in India also includes elderly people, who cope harder with utilizing technol-
ogy as a medium for receiving financial services and children who are not able to open 
bank accounts without the approval of their legal guardians (Efma & Oracle Financial 
Services Software Limited 2010: 9). This demonstrates that although millennials are im-
portant for the financial services industry and for Fintech, they still only represent one 
target group for the financial services providers and the rest of the target groups include 
elderly people who prefer a more personal approach when handling their finances (Efma 
& Oracle Financial Services Software Limited 2010: 19). 
 
Taking all previous arguments into consideration, it can be concluded that due to the 
dysfunction of the financial systems, increased level of digitalization and change in con-
sumer behaviour, Fintech companies have gained momentum and managed to establish 
themselves as a disruptive force that causes changes, which affect the financial services 
sector and almost all people worldwide. However, in order to provide a solid argumen-
tation regarding the development of Fintech and its influence on the global financial 
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sector, more empirical evidence is needed. This evidence is provided in the following 
section of this thesis and it covers the three elements of Fintech that are relevant to this 
research i.e. blockchain & cryptocurrency, alternative payment methods and investment 
& banking. 
 

2.6 Empirical evidence for the growing importance of Fintech 

 

In the previous subsection, data referring to the global investments made throughout all 
elements of Fintech has been shown. However, the research unit of this paper includes 
the elements of blockchain & cryptocurrencies, alternative payment methods and invest-
ment & banking in the geographic and political regions of the EU, the USA and India. 
Therefore, in this subsection of the paper the potential of blockchain & cryptocurrencies, 
alternative payment methods and investment & banking in the aforementioned geo-
graphic and political regions is presented. 
 

2.6.1 Evidence for the potential of ‘Blockchain and Cryptocurrencies’ per re-
gion  

 
In the literature review it was mentioned that Europe was the continent, which had the 
highest number of ICOs for 2017, based on the region of the legal entity and the region 
of the entity’s CEO or Founder (Atomico 2017: 15). The results were shown in Figure 4, 
located in sub-part 2.3 of the literature review. According to the results there were 
around 446 ICO projects in Europe in 2017 and 40 percent of them i.e. approximately 
178 of those projects occurred within the countries of the EU (Atomico 2017: 16).  
 
The investments in Europe made through ICOs amounted to $1755 million of which $702 
million were invested in the countries of the EU (Atomico 2017: 16). These investments 
are shown in Figure 8, on the next page of this thesis. 
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     Figure 8. Investment made through ICOs in 2017 (Atomico 2017: 17).  

 
 
According to Funderbeam’s “Initial Coin Offering report” (2017: 9-10), on a country-by-
country basis, the USA tops the list of ten countries, which had the highest amounts of 
capital raised through ICOs from 2014 until 2017. The amount of funds raised per coun-
try are visible in Figure 9, below. 
 
 

 
Figure 9. Top ten countries worldwide as per total funds raised through ICOs 2014-2017  

(Funderbeam 2017: 9).  

 
 

The USA flies well above the chart with a sum of $1.08 billion raised via ICOs, whereas 
all other countries do not pass the threshold of $370 million.  
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It is noticeable that there are only two current members i.e. Estonia and Finland and 
one former member country of the EU i.e. the UK in the list, whilst India is not even 
considered in the list (Funderbeam 2017: 10). Even more interesting is the fact that 
despite being the country with the highest amount of funds raised through ICOs, only 
0.45 percent of the overall start-up funding in the USA was raised through ICOs (Fun-
derbeam 2017: 10). On the other hand, Estonia had 28 percent of the total start-up 
funding raised through ICOs and that makes the country a leader in these terms (Fun-
derbeam 2017: 10). 
 
Another relevant indicator for the growing importance of blockchain technology and 
cryptocurrencies is the overall market capitalization of cryptocurrencies worldwide. The 
data regarding the overall global market capitalization of cryptocurrencies is visible in 
Figure 10, on the following page of this thesis. The data has been collected and analyzed 
by one of the most prominent providers on cryptocurrencies’ valuations, CoinMarketCap. 
 
 
 

 
Figure 10. Total market capitalization for cryptocurrencies on a global level 2014-2018 (CoinMar-
ketCap 2018: 2).  

 
 
The figure displays the growth of the cryptocurrencies’ market from 28th April 2013 until 
7th January 2018. On the first day of the aforementioned time period, the estimated 
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market capitalization for all cryptocurrencies amounted to approximately $1.6 billion 
(CoinMarketCap 2018: 2).  
 
Although there was exponential growth between 2013 and 2017, the cryptocurrency 
market reached the peak on 7th January 2018, when the capitalization equaled $813 
billion (CoinMarketCap 2018: 2). Nonetheless, the bubble started to burst already on 21st 
January 2018 when the market capitalization fell to $453 billion (CoinMarketCap 2018: 
2). By 22nd of March 2018, went even further down and was estimated to be $312 billion 
(CoinMarketCap 2018: 2).  
 
The data in Figures 8 to 10 refers to investments made in blockchain and cryptocurren-
cies. In addition, it shows that this element of Fintech has enormous potential in the EU 
and the USA. As far as India is concerned no data was available due to the fact that 
India banned the usage of cryptocurrencies as a means of payment. However, according 
to information from Deloitte’s report “Regulatory Sandbox – Making India a Global 
Fintech Club” (2017: 14), important corporations have been testing blockchain technol-
ogy and are willing to start adopting it. Examples of corporations that started pilot pro-
jects with blockchain technology is visible in Table 2, below. 
 
 
Table 2. Pilot projects for blockchain technology usage in India (Deloitte report, 2017: 14) 
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According to the examples in the table Indian banks are also interested in the potential 
offered by the blockchain technology. However, they remain cautious when it comes to 
experimenting with it.  
 
All the data provided in subsection 2.5.1 refer to the blockchain and cryptocurrencies 
element of Fintech in the geographic and political regions of the EU, the USA and India. 
Empirical data regarding the other two elements of Fintech (alternative payment meth-
ods and investment & banking) included in this research are presented in sub-subsec-
tions 2.5.2 and 2.5.3 respectively. 
 

2.6.2 Evidence for the potential of  ‘Alternative payment methods’  per region 

 

The second element that is explored in this thesis is the ‘Alternative payment methods’. 
This element of Fintech has been one of the first to develop and plenty of Fintech com-
panies and especially start-ups worldwide are involved in the business of providing pay-
ment solutions. Evidence for this statement is visible in Figure 11, below. 
 
 

 
 
Figure 11. Number of Fintech companies on a global level in 2017, classified by category (Deloitte 
2017: 4).  
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According to the statistics shown in the figure above, the number of Fintech companies 
providing alternative payments methods in 2017 was 645 (Deloitte 2017: 4-6). The only 
other sub-segment of Fintech, which surpassed the number of companies involved with 
payments was the property development & management sub-segment with 715 compa-
nies involved in it (Deloitte 2017: 4-6).   
 
Alternative payment methods seem to be one of the most prominent Fintech elements 
ents in the EU according to the research made by the European Banking Authority (EBA) 
in 2017. The research concluded that there are more than 1500 Fintech companies op-
erating within the EU and they created a sample of 282 companies (for which they had 
relevant data and information) in order to classify them by their regulatory status (EBA, 
2017: 16-22). From that sample of 282 Fintech companies, which were taken into con-
sideration for the research approximately 18 percent or 50 companies declared them-
selves as ‘payment institutions’ liable under the Payment Services Directive (PSD), (EBA, 
2017: 21-22). The data is visually presented in Figure 12 below, where the firms from 
the sample are classified according to their regulatory status. 
 
 
 

 
 
Figure 12. Fintech companies in the EU, classified by regulatory status (EBA 2017: 21).  
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Another interesting aspect presented in the figure above is the fact that approximately 
31 percent of the whole sample i.e. 87 companies are not liable to any kind of regulation 
(EBA 2017: 21). This number is high, especially if it is considered that there are more 
than 1500 Fintech companies with operations in the EU and the sample consists of only 
282 companies (EBA 2017: 16). 
 
In terms of non-cash payments, the US is the world leader with 402 transactions per 
capita and a compound annual growth rate of 4 percent for the period between 2010 
and 2013 (Capgemini & BNP Paribas 2016: 8-9). The data for the countries with the 
most non-cash transactions per capita are shown in Figure 13, below. 
 
 

 
 
Figure 13. Non-cash payments per capita and CAGR for the period 2010-2013 (Capgemini & BNP 
Paribas 2016: 8).  

 
While India is not mentioned in the list, data is provided for 23 countries from the EU 
amongst which Finland is the leader with only 2 transactions per capita less than the US 
(Capgemini & BNP Paribas, 2016: 8-9). The results from Figure 9, show that consumers 
both in the US and EU are starting to develop a preference for non-cash and particularly 
digital payments provided by Fintech companies (Capgemini & BNP Paribas, 2016: 8-9).  
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Additional evidence for the growing impact of digital non-cash payments on the financial 
services industry is the increased utilization of alternative payments methods provided 
by Fintech companies in India (Shah et al. 2016: 13-14). The growth of digital transac-
tions is shown in Figure 14, below. 
 
 

 
Figure 14. Growth of digital transactions in India for the period 2013-2015 (Shah et al. 2016: 13). 

 

 
According to the data presented in the figure above, there have been a massive year-
over-year growth in the number of transactions conducted via digital channels of 50-52 
percent for the period 2013-2015 (Shah et al. 2016: 13-14).  Additional evidence for the 
adoption of Fintech payments solutions is the projection that by 2020 transactions via 
digital channels will reach approximately $500 billion (Shah et al. 2016: 37). Taking both 
historical data and future projections regarding the increased influence of alternative 
payment solutions in India, it can be assumed that regulatory bodies in the country 
should start updating their frameworks in order to avoid potential fraudulent behaviour. 
 
All the data provided in sub-subsection 2.5.2 referred to the alternative payment meth-
ods element of Fintech in the geographic and political regions of the EU, the USA and 
India. Empirical data regarding the element of Fintech that is examined in this research 
paper i.e. investment & banking is presented in sub-subsection 2.5.3. 
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2.6.3 Evidence for the potential of Fintech ‘Investment and Banking’ per re-
gion 

 
The last element that is being examined in this research is that of ‘Investment and Bank-
ing’ services provided by Fintech companies. This element of Fintech includes mainly 
asset and wealth management services, financial planning and advisory and has a lot of 
potential as investments in its development have been growing constantly.  According 
to KPMG ‘s report “Value of Fintech” (2017: 13), since 2010 approximately $11.4 billion 
have been invested in Fintech companies worldwide, which operate within the asset 
management sub-segment. These were private investments made by institutional inves-
tors (KPMG 2017: 13). 
 
The rate of adoption for investment and banking services in 2017 (including saving and 
financial planning) appears to be higher among emerging economies such as China and 
India, whereas the US lags behind and countries from the EU are not even listed in the 
top five (EY 2017: 15). The data was collected from more than 23000 people in more 
than 20 countries worldwide and it is presented in Figure 15 below (EY 2017: 6). 
 
 

 
Figure 15. Top five markets with the highest adoption rate per Fintech category (EY 2017: 15). 

 
 

With an adoption rate of 20 percent, India is ranked third in the financial planning cate-
gory and the US follows with an adoption rate of 15 percent (EY 2017: 15).  In the 
savings and investments category India is ranked second with an adoption rate of 39 
percent, whereas the US maintains the fourth place with an adoption rate of 27 percent 
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(EY 2017: 15). There are no representative countries from the EU that are ranked in the 
two aforementioned categories, which may signify that the adoption rate is low or that 
no data was available. 
 
Nonetheless, data regarding the amount of assets under management in Fintech’s in-
vestment and banking element is available for Germany. Due to the fact that Germany 
is the largest economy and one of the most politically influential countries within the EU, 
the data is considered to be relevant for examining the Fintech element mentioned 
above. The data is displayed in Figure 16, below. 
 
 

 
Figure 16. Assets under management in Fintech’s investment and banking sub-segment in Ger-
many for the period 2013-2015 (Dortfleitner et al. 2015: 41). 

 
 
According to the results presented in the figure above, the assets under management in 
investment and banking Fintech firms had a compound annual growth rate of 480 per-
cent between 2013 and 2015 and the value of assets under management in the sub-
segment reached €1 billion (Dortfleitner et al. 2015: 41). This means that Germans are 
starting to adopt investment and banking services provided by Fintech companies.  
 
However, the fact that there are many differences between EU member countries needs 
to be considered and although Germans may have a higher adoption rate, which may 
not be necessarily true for countries in the periphery of the EU. 
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2.7 Regulation status and potential negative effects of Fintech 

 

The arguments discussed in the previous subsections provide the reasons behind the 
quick development and expansion of Fintech and its influence on traditional financial 
intermediaries. However, they focus mainly on the positive aspects of the elements of 
Fintech that are being examined in this paper i.e. blockchain & cryptocurrencies, alter-
native payments methods and investment & banking and fail to address any possible 
negative characteristics or repercussions related to these elements of Fintech. 
 
In addition, majority of the authors and publications appear to display a certain degree 
of sympathy towards the development of the aforementioned Fintech elements. Such 
approach may have a distortive effect on the objectivity of the arguments. Some of the 
authors emphasize only the importance of traditional financial services institutions and 
use their books, journals, publications and reports to suggest strategies for the incum-
bents of the financial services sector on how to deal with the rapid development and 
expansion of Fintech. 
 

However, one aspect that showcases the negative side of Fintech is regulation or rather 
the lack of it. Taking into account the fact that majority of the Fintech companies are 
not regarded as traditional financial services institutions, most of the EU’s, India’s and 
the US’ current legislation concerning financial institutions’ operations does not apply to 
them and that provides a loop that could be misused (Munteanu 2016: 43-47; Nathan 
Associates India 2017: 14-20). In order to determine and explain the potential negative 
effects that might arise from the lack of proper regulation, the current status of legisla-
tion regarding Fintech in the EU, USA and India is presented, followed by real-life exam-
ples where loops in regulation led to negative effects on the financial services sector. 
 
Although, EU’s commissioner for financial services Valdis Dombrovskis stated that 
Fintech and especially blockchain supported services bring great opportunities for the 
consumers and as such should be supported by EU’s policy, he also acknowledged that 
future policy must include ways in which potential risks associated with the operations 
of Fintech companies would be mitigated (EC 2017). 
 
 A similar stance is also taken by Governor Lael Brainard of the Board of Governors of 
the US Federal Reserve whose, most growing concern are the potential problems Fintech 
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may cause regarding “data privacy” and “cybersecurity” (Federal Reserve 2016). The 
Reserve Bank of India is also supportive of Fintech as it considers its enormous potential, 
but it voices the same concerns as the US and the EU authorities, when it comes to the 
regulation of the segment (Reserve Bank of India 2016). These concerns are based on 
past experiences, due to the fact that traditional financial intermediaries have proven 
themselves as untrustworthy through putting their interests before those of their clients, 
thus showing the principal-agent theory in practice (Shah 2014: 2-3; Pouryousefi & 
Frooman 2017: 163-182). 
 
However, there are other potential threats related to the operations of Fintech compa-
nies, which could not be explained by the principal-agent theory but may still have an 
effect on the global financial services sector and change it for the worse. These potential 
effects include: threats to cyber security, infringement of data privacy and possibilities 
for utilizing the services or products of Fintech companies for illegal purposes such as 
money laundering, contraband transactions and tax evasion (Vardi 2017: 32; Dodgson 
et al. 2015: 329; Campenon 2016: 109-110; Nakaso 2016: 6; Athey et al. 2016: 3-6). 
 
Therefore, it is necessary that the existence of Fintech companies is “legitimized” and 
that they are bound by a suitable regulation, as all other providers of financial services 
(Mirmazaheri 2016: 175-194; Brunsden 2016). Otherwise, the lack of regulation may 
encourage risky behaviour and become a part of an already existing “shadow banking” 
system, which has an unfair competitive advantage over traditional banking and does 
not have to abide by the law (Panckhurst 2017: 25; Munteanu 2016: 43-47). 
 
To initiate the process of legitimatization, the RBI has already established a “Working 
Group on Fintech and Digital Banking”, whose purpose is to closely follow the develop-
ment of Fintech and try to suggest legislative solutions, which would be able to regulate 
Fintech companies and decrease the risk associated with the loss of data privacy and to 
mitigate cybersecurity risks (Reserve Bank of India 2016). Additionally, the RBI has pro-
hibited the utilization of cryptocurrencies as a means of payment due to security, finan-
cial and legal risks (Deloitte 2017: 17). However, no other official regulation regarding 
Fintech has been issued nor implemented in India (Deloitte 2017: 16-17). 
 
A more concrete course of action is taken by the regulatory bodies of the EU. As an-
nounced by the Commissioner, changes in the EU’s financial institutions legislation have 
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been agreed upon and came into force at the beginning of 2018 (Arnold and Brunsden 
2017). This new legislation known as PSD2 (the Second Payment Service Directive) “is 
designed to boost competition in the name of ‘open banking’ by forcing banks to allow 
third parties, such as innovative financial technology companies, to access the data of 
customers who authorize it.” (Arnold and Brunsden 2017). Finally, in January 2018, both 
the PSD2 and the MiFID II directives came into force. The PSD2 legislation comes from 
the European Banking Authority (EBA) and sets the rules on what type of organisations 
can provide payment services within the European Economic Area (EEA) along with 
transparency requirements for those institutions (EBA 2018). The guidelines for the im-
plementation of MiFID II on the other hand were drafted by the European Securities and 
Markets Authority (ESMA), and the main purpose of this legislative framework is to make 
investing more safe, transparent and fair by setting the requirements for investment 
institutions on how to conduct business and reporting along with rules on which financial 
instruments can be admitted for trading on EU and EEA financial markets (ESMA 2018). 
However, it remains to be seen whether Fintech companies would also face greater 
regulation in terms of customer data protection and privacy (Arnold and Brunsden 2017). 
 
As far as the USA is concerned, their regulatory bodies have not yet given a clear state-
ment on their plans regarding the regulation on Fintech, but they have mentioned that 
they are planning on taking a different route than the EU (Federal Reserve, 2016). More-
over, Fintech companies are not regulated nor supervised by a federal agency and only 
payment and lending Fintechs can be subjected to a limited number of federal regula-
tions (Deloitte 2017: 5). Mainly these regulations refer to consumers’ protection (Deloitte 
2017: 6). Nonetheless, no other information is available on the US regulatory bodies’ 
regulation plans for Fintech companies. This does not come as a surprise when taking 
into consideration that the US has always been more liberal when it comes to the regu-
lation of the financial markets and the financial services sector (Denk & Gomes 2017: 
11-12). 
 
The announced amendments to the legislation in all three political and geographic enti-
ties are still quite vague and short-sighted, considering the fact that Fintech goes way 
beyond payment solutions, and also includes lending, asset & wealth management, bro-
kerage services, cryptocurrency etc. (Mirmazaheri, 2016: 175-194). Most of these oper-
ations are also offered by traditional financial institutions. The unclear and complex na-
ture of Fintech services along with the delayed research projects and legislative 
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measures that are to be implemented by the EU’s, US’ and India’s authorities build a 
stable basis for a deeper research on the negative characteristics of Fintech. It is also 
suggested that regulation for Fintech start-ups should be updated regularly as a way to 
protect the consumers of high risks and impede fraudulent behaviour by all financial 
services’ institutions, which may lead to another global financial crisis (Mirmazaheri, 
2016: 175-194). In addition, there are already examples of situations where Fintech 
caused some negative effects.  
 
The first real-life example emphasizes the threat of blockchain & cryptocurrencies being 
used for illicit actions such as contraband transactions, money laundering and tax eva-
sion. It is related the use of the Bitcoin cryptocurrency for purchasing “illegal substances 
such as drugs and firearms” (Athey et al. 2016: 4). Namely, Bitcoins have been utilized 
as means of payment on “illegal peer-to-peer market places such as the Silk Road, Silk 
Road 2, AgoraMarket and EvolutionMarket” (Athey et al. 2016: 4). All of these websites 
were or are still located on the dark web and they serve as platforms for many illegal 
activities including but not limited to contraband and gambling (Athey et al. 2016: 4). 
The team of Athey et al. (2016), all researchers from the Stanford Graduate School of 
Business were only able to determine a small percentage of the total “dollar value of 
transactions related to contraband and gambling” and the absolute value of that per-
centage amounted to $11 billion (Athey et al. 2016: 4-5).  
 
Another aspect of the usage of Bitcoin and other cryptocurrencies is international pay-
ments, which Athey et al., (2016: 4-5) were not able to analyze well, due to the fact that 
they lacked “identity information” because of the secretive nature of the cryptocurrency 
and the blockchain technology it uses. Blockchain technology allows complete anonymity 
and makes it difficult for authorities and researchers to trace the origin and the destina-
tion of the transactions (Athey et al. 2016: 3-6). 
 
Another potential threat related to Fintech is cybersecurity and data privacy. Both of 
these concepts are related to one another and are very important for the general public 
and businesses worldwide (Prescott & Larose 2016).  This especially holds true for 
Fintech companies, because they leverage the use of modern software and the internet 
to provide financial services at affordable prices (Prescott & Larose 2016).  
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This threat is exemplified by the case of Dwolla, a small Fintech start up from Iowa in 
the USA. Dwolla offered payment and money transfer solutions and assured its custom-
ers’ transactions as well as their personal data are ‘safe and secure’ (Prescott & Larose 
2016). However, this was not the case because later on they faced a cyberattack that 
put their customers’ data privacy in jeopardy and showed that the company’s cyberse-
curity system was outdated contrary to their clients’ belief (Prescott & Larose 2016). The 
case of Dwolla caught the attention of the US Consumer Financial Protection Bureau 
(CFPB), which decided to undertake a “data security enforcement action” against Dwolla, 
which then led to the company being fined with $100 thousand (Prescott & Larose 2016).  
 
This final subsection of the literature review presented the current status of Fintech 
regulation in the EU, USA and India and real examples of negative effects that arose 
from the lack of appropriate regulation. The analytical framework along with the meth-
odology used for obtaining the data and information for analysis are described in the 
next chapter. 
 

3 Analytical framework and methodology 

 

This chapter of the thesis describes the analytical framework and methodology that are 
used in order to answer the research question: ‘Could lack of proper regulation of Fintech 
lead to potential negative effects on the global financial services sector?’ 
 

3.1 Analytical framework of the research 

 
The unit of analysis includes three geographical regions (the EU, India and the USA) and 
three elements of Fintech (blockchain & cryptocurrencies, alternative payment methods 
and investment & banking.) These regions are used as representative samples of devel-
oped and developing regions, to give a clearer picture of the state of the global financial 
services sector. The aforementioned elements of Fintech on the other hand are utilized 
due to the large amount of capital invested in those areas of Fintech, their high adoption 
rates and the growth in the number of digital payments, that were presented in Figures 
5, 14 and 15 of the literature review. In addition, this evidence provides a reason why 
legislators and regulatory bodies in the aforementioned political and geographic regions 
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should be more concerned with the “legitimization” of Fintech and particularly of the 
elements mentioned above (Mirmazaheri 2016: 175-194; Brunsden 2016).  
 
In order to address the research question and determine whether lack of proper regula-
tion could lead to potential negative effects on the global financial services sector exem-
plified through the experiences of the EU, India and the USA an analytical framework is 
needed. Based on the reviewed literature, I start by defining the term financial interme-
diaries and the elements of Fintech that are relevant to this research and provide insights 
regarding Fintech’s influence on the traditional financial intermediaries along with is pos-
itive characteristics. Afterwards, the reasons behind the fast expansion and development 
of Fintech are introduced in an attempt to better understand the Fintech segment. Ad-
ditionally, empirical evidence regarding the increased importance of Fintech is used to 
demonstrate that there are reasons why people should remain somewhat skeptical when 
it comes to Fintech. When enormous amounts of resources are allocated into only one 
segment, it is important that people are aware of both the opportunities and threats 
related to it. Finally, the current status of Fintech regulation in the EU, India and the 
USA is examined. All the previous steps are necessary in order to determine the potential 
negative effects such as threats to cyber security, data privacy infringement and the use 
of Fintech companies’ services for illegal purposes such as money laundering, contraband 
and tax evasion.  
 
Analyzing the arguments in the literature review and the empirical data leads to the 
formation of the hypothesis that despite the opportunities they bring, Fintech’s elements 
such as blockchain & cryptocurrencies, alternative payment methods and investment & 
banking could lead to negative effects on the financial services sector if they are not 
regulated properly. Those potential threats that could further damage the reputation of 
financial institutions and encourage irresponsible behaviour by some of the Fintech com-
panies, which in turn would have a negative effect on people’s trust in the global financial 
services sector and the financial system.  
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3.2 Methodology 

 
The sources used in the literature review include academic research papers and journals, 
books, newspaper articles and consulting reports on the topics of Fintech, financial ser-
vices sector and financial systems. Whilst authors such as Dortfletner et al., Thompson, 
King etc. focus on the positive effects and characteristics of Fintech, others such as 
Vasiljeva & Lukanova, Mirmazaheri, Athey et al. point out potential negative effects and 
characteristics of Fintech.  
 
Due to the time constraints and complexity arising from the fact that Fintech is a rather 
new field of research I decided to rely on utilizing secondary data and information that 
were previously gathered by reputable institutions. These institutions include eminent 
consulting and auditing houses (Accenture, KPMG, EY, McKinsey, Deloitte etc.), the Eu-
ropean Commission, the European Central Bank, the Federal Reserve of the USA, the 
Reserve Bank of India, Gallup, the Financial Times and Bloomberg. However, the utilized 
data is historical and as such it could be subject to errors and/or outdated.  
 
In addition to quantitative data, I also used real-life examples to demonstrate the po-
tential negative effects of Fintech. The potential negative effects that are being examined 
in this thesis are threats which are related to cybersecurity, infringement of data privacy 
and the utilization of Fintech services involving blockchain & cryptocurrencies, alternative 
payment methods and investment & banking for illegal purposes and activities such as 
tax evasion, money laundering and contraband transactions (Vardi 2017; Dodgson et al. 
2015: 329; Campenon 2016: 109-110; Nakaso 2016: 6; Athey et al. 2016: 3-6). The 
negative effects mentioned above are considered as relevant choices, because the in-
creased digitalization and usage of Fintech based services often requires people to share 
important personal data without actually providing specific information regarding the 
purposes for collection of said data or more insight on the data protection policy used 
by the companies (Gomber et. al 2018: 226-227).  
 
However, considering the contemporary nature of the topic, there is still lack of reliable 
data and/or real-life examples that could give a more solid proof for the negative effects 
of Fintech. Thus, further detailed research in this field is required and highly recom-
mended in order to be able to assess the potential threats realistically and to suggest 
preventive measures.  
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4 Findings 

 

This chapter of the thesis summarizes the results of the research regarding the potential 
negative effects of the blockchain & cryptocurrencies, alternative payment methods and 
investment & banking elements of Fintech.  
 
Krugman (2009: 154-160) and  Pouryousefi & Frooman (2017: 163-182), who are cited 
in the literature review agree that financial services are a necessary part of people’s 
lives. The most important functionality of such institutions is to facilitate the process of 
making transactions due to the risk of asymmetric information and moral hazard associ-
ated with transactions. This makes traditional institutions that provide financial services 
e.g. financial intermediaries an integral part of the financial system (Rosen 2013: 625).  
 
Due to the fast development of technology and its deployment in the financial sector, 
new companies started emerging and offering similar or identical financial services seam-
lessly and at a much lower cost (PwC 2016: 3). These companies do not fit the mould 
of traditional financial services providers, because they mainly use advanced technology 
and the internet to satisfy the needs of consumers (PwC 2016: 3). Hence, they are 
classified under a separate segment of the financial services sector known as Fintech. 
As a segment Fintech has been growing exponentially and managed to reach $27.4 
billion in investments in 2017 (Accenture 2018: 1). USA is the undisputable leader when 
it comes to venture capital investments in Fintech, while India is ranked third (Accenture 
2018: 1). The EU on the other hand is lagging in terms of venture capital investments 
but takes the leading position in terms of investments made via ICOs (Atomico 2017: 
11). Despite the sizable investments made in the segment, Fintech start-ups are still not 
completely ready to take on the traditional financial intermediaries that have an estab-
lished political influence (Bugrov et al. 2017: 2-3). However, traditional financial services 
providers need to be aware that the expansion of Fintech occurs quickly and if they fail 
to improve their strategies and operations they will not be able to maintain their market 
share and Fintech companies could drive the profitability of the sector down (Bugrov et 
al. 2017: 2-3; Deloitte 2017: 3-4). King (2014: 240-250) states that as a result of a 
dedicated analysis of the traditional intermediaries’ operating processes, Fintech disrup-
tors are able to come up with creative financial services at an affordable price.  
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One of the main reasons for the quick expansion of Fintech is the declined level of trust 
that the populations have in the financial systems of the EU and the USA represented by 
the ECB and the Fed as a result of the financial crisis of 2008 that was followed by the 
Great recession (de Haan et al. 2015: 54-60; Petrakis et al. 2013: 274). EU and US 
citizens believe that these institutions failed them because they chose to bail out financial 
firms such as Merrill Lynch and AIG with tax-payers money (de Haan et al. 2015: 61). 
In the eyes of the general public, these institutions were to blame for the crisis due to 
their reckless behaviour and ‘rent-seeking’ (Stan and McIntyre 2012: 19-20). There are 
no direct results regarding India and its population’s trust in the RBI. However, India 
recovered quickly from the crisis because of its conservative banking rules (Goyal & Joshi 
2012: 19-22).  
 
Another reason for the rise and development of Fintech is the increased level of digital-
ization worldwide (BBVA Research 2017: 6-9). The USA is amongst the countries that 
have the highest level of digitalization, whereas the results for the EU vary as some 
countries such as Luxembourg and the Netherlands have extremely high levels of digi-
talization and others such as Bulgaria have a very low level of digitalization (BBVA Re-
search 2017: 6-9). India on the other hand is at the bottom of the list when it comes to 
digitalization (BBVA Research 2017: 6-9). 
 
The final reason for Fintech’s expansion is the change in consumer behaviour that comes 
with the change of generations. Millennials represent nearly a quarter of the population 
in the EU, USA and India (UN Stats 2017; US Census Bureau 2015). This is a generation 
of digital natives, who prefer to handle their finances online and firmly believes in access 
over ownership (Suddath 2014: 5). Efma & Oracle Financial Services Software Limited 
(2010: 4) on the other hand claim that millennials only use basic banking services and 
prefer to spend money rather than save it. However, both sides agree that millennials 
are more demanding when it comes to the price-quality ratio and having grown with the 
internet, mobile technology and social media they can influence society through them 
and affect the financial services sector. 
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As previously mentioned, Fintech includes many elements such as crowdfunding, insur-
ance, payments, blockchain & cryptocurrencies, investment & banking etc (Dortfleitner 
et al. 2017: 34-36). The most interesting and relevant elements of Fintech for this re-
search are blockchain & cryptocurrencies, alternative payment methods and investment 
& banking when judged by investments made in those fields in the EU, USA and India, 
growing number of Fintech companies and the high adoption rates presented in Figures 
4, 11 and 15 in the literature review. Investment in blockchain & cryptocurrencies is 
booming in the EU and the USA in the form of ICOs due to the fact that the blockchin 
technology eliminates the need for financial intermediaries (Atomico 2017: 17; Funder-
beam 2017: 9; Atzori 2017: 46). There was an exponential growth in the market of 
cryptocurrencies from 2013 to 2017 followed by a surge in January 2018, when market 
capitalization reached $813 billion (CoinMarketCap 2018: 2). However, the surge was 
followed by an even bigger fall led by the decline in the price of Bitcoin (CoinMarketCap 
2018: 2). People in the EU and the USA that owned and/or accepted cryptocurrencies as 
means of payment suffered great losses (Deloitte 2017: 14). No results are available for 
India, because the Indian authorities banned the use of cryptocurrencies as means of 

payment (Deloitte 2017: 14). 

 
Alternative payment methods on the other hand is an element of Fintech, that is widely 
accepted among the populations of all three regions (Capgemini & BNP Paribas, 2016: 
8-9). USA is the leader when it comes to non-cash payments per capita as depicted in 
Figure 13 of the literature review. From the EU countries Finland is ranked right behind 
the USA and it is apparent that the general public starts to prefer non-cash digital pay-
ments (Capgemini & BNP Paribas, 2016: 8-9). India also has had a big year-over-year 
growth of 50-52 percent in digital transactions for the period 2013 to 2017 (Shah et al. 
2016: 13-14).  
 
The last element of Fintech relevant to the research is investment & banking. It includes 
mainly financial advisory, asset and wealth management services. Around $11.4 billion 
have been invested in companies which offer asset management services (KPMG 2017: 
13). The rate of adoption for Fintech investment & banking services is higher among 
emerging economies, placing India before the EU and the USA (EY 2017: 6). 
 
Despite all the benefits that the aforementioned elements of Fintech bring, there are 
some downsides which could cause potential negative effects on the global financial 
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services sector. Namely, all three geographic and political entities examined in the re-
search lack appropriate legislation that would regulate the operations of Fintech compa-
nies (Munteanu 2016: 43-47; Nathan Associates India 2017: 14-20). Representatives of 
the regulatory bodies of the EU, USA and India all agree that future policy and regulation 
updates are necessary, in order to be able to deal with potential risks and negative 
effects associated with Fintech companies’ operations (EC 2017; Federal Reserve 2016; 
Reserve Bank of India 2016). The concerns are legitimate because they are based on 
past experiences when financial services providers put their interests own interests be-
fore the interests of their clients (Shah 2014: 2-3; Pouryousefi & Frooman 2017: 163-
182). Considering the fact that we are living in the digital era there are also threats 
related to cybersecurity, infringement of data privacy and the possibility for utilizing 
Fintech services for illegal purposes (Vardi 2017: 32; Dodgson et al. 2015: 329; 
Campenon 2016: 109-110; Nakaso 2016: 6; Athey et al. 2016: 3-6). Thus, it is very 
important that the authorities of the EU, USA and India find a way how to legitimize the 
existence of Fintech companies and draft appropriate set of regulations (Mirmazaheri 
2016: 175-194; Brunsden 2016). The RBI and the European commission have already 
created ‘working groups’ which would research and monitor Fintech operations, whereas 
the USA have not announced their plans (Reserve Bank of India 2016; Arnold and Bruns-
den 2017; Federal Reserve 2016). The EU has enforced the new PSD2 legislation, which 
legitimizes the work of Fintech companies that provide alternative payment methods and 
determines which organisations are eligible to provide payment services within the EU 
(Arnold and Brunsden 2017; EBA 2018). Given the broad scope and complexity of Fintech 
elements, more research on the potential negative characteristics of Fintech is necessary 
(Mirmazaheri, 2016: 175-194). There are already examples of how the lack of appropri-
ate regulation of Fintech led to negative effects (Athey et al. 2016: 4). The examples 
include utilization of Fintech services for illegal purposes such as contraband, money 
laundering and tax evasion (Athey et al. 2016: 4) and the corruption of cybersecurity 
and infringement of data privacy (Prescott & Larose 2016). 
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5 Analysis and discussion 

 

In this part of the thesis, information and data provided in the literature review is dis-
cussed and analysed respectively. Firstly, an analysis of the current status of Fintech’s 
blockchain & cryptocurrencies, alternative payments methods and investment & banking 
is provided along with the positive aspects and effects that these Fintech elements have 
on the global financial services sector, exemplified through the experiences of the EU, 
USA and India. This is followed by a discussion and analysis of the potential negative 
effects of the previously mentioned elements of Fintech.  
 

5.1 Current status of Fintech and its positive effects 

 
As technology advances at an accelerated pace, Fintech is becoming a very important 
part of the global financial services sector, due to the fact that it provides ordinary people 
with limited knowledge of finance and banking, the opportunity to access different types 
of simple and affordable financial services of good quality (Skan et al. 2015: 3). This 
phenomenon started to occur because the general public’s trust in both the financial 
system and the traditional financial intermediaries decreased dramatically (de Haan et 
al. 2015: 54-60). The decreased trust, on the other hand is a consequence of the uneth-
ical and morally questionable actions undertaken by many traditional intermediaries 
worldwide. These actions had negative repercussions, which later on led to the global 
financial crisis of 2007/08 (de Haan et al. 2015: 61). By undertaking such actions and 
then having the governments intervene and bail them out with tax-payers’ money, these 
institutions jeopardized the livelihood of many people worldwide (de Haan et al. 2015: 
54-61; Pajarskas & Jociene, 2014: 85-90). Therefore, the general public has been shift-
ing its trust towards smaller Fintech companies instead (Skan et al. 2015: 3).  
 
Decreased trust and increased suspicion towards the financial system and the traditional 
financial services providers has been especially visible in the USA and the countries of 
the EU. These two geographical and political entities were hit the hardest by the eco-
nomic and financial crisis due to problems with subprime mortgages in the USA and 
sovereign debts of member countries in the EU (Glick & Spiegel 2009: 12). People from 
the Asian EMEs on the other hand, still appear to trust their financial systems and inter-
mediaries (Glick & Spiegel 2009: 10-15). This holds especially true for India, which has 
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a very stable financial system, that did not crumble under the pressure of the global 
financial crisis of 2007/08 (Goyal & Joshi 2012: 19-22). Although, India did not have as 
many challenges as the USA and the EU, it was still affected by the crisis because of the 
volatility of the capital markets and the Indian firms’ investments in the afore mentioned 
political and geographical entities (Glick & Spiegel 2009: 10-15). In addition, the credi-
bility of the RBI was challenged by the rise in frauds in India’s financial and banking 
sector at the beginning of the 2010s (Kaveri 2014: 15-17).  Through the financial turmoil, 
smaller start-ups were able to thrive and prosper by using the internet and modern 
software to come up with innovations that would revolutionize the financial services and 
make them cheaper, faster and more accessible to a wider population (Zhang et al. 
2015: 60-76). The rise of Fintech is mostly reflected in three of its elements i.e. block-
chain & cryptocurrencies, alternative payment methods and investment & banking as 
the lion’s share of investment in Fintech is directed towards them. 
 
The blockchain technology is certainly the most sophisticated and revolutionary Fintech 
creation as it represents a decentralized database, where all transactions are conducted, 
confirmed and recorded anonymously within an open network (Atzori 2017: 45-46). The 
whole process is handled through cryptographic algorithms and human intervention is 
not needed at any point during the transaction, thereby eliminating the need for financial 
intermediation, which has been deeply embedded in the core of the financial services 
sector. Blockchain is used for the creation and maintenance of cryptocurrencies such as 
Bitcoin that are purely digital and decentralized and are not subject to government con-
trol or manipulation. The idea of a financial system that is free of intermediation is defi-
nitely appealing, given the fact that financial intermediaries have proven themselves to 
be untrustworthy and prone to taking on risks that they could not handle. In addition, 
using blockchain & cryptocurrencies reduces the costs associated with financial services. 
People’s willingness to start utilizing blockchain & cryptocurrencies can be noticed 
through their investments in ICO projects in the EU, USA and India, which amounted to 
more than $2 billion in 2017 (see Figure 8). 
 
Nonetheless, the most prominent and accepted element of Fintech is the alternative 
payment methods as proven by the fact that the majority of Fintech start-ups in the EU, 
India and the USA offer alternative payment solutions as their main service (see Figure 
11). The advantage gained through usage of alternative payment solutions is the users’ 
possibility to conduct and receive peer-to-peer payments seamlessly, quickly and at an 



 

 

45 

affordable price. Using alternative payment methods allows users to rely only on digital 
channels and saves them both time and money. 
 
The investment & banking element of Fintech includes asset/wealth management and 
financial advisory and planning services. Fintech companies offer these services at a 
much lower price than traditional financial services by automating their operations and 
processes either partially or completely. This reduces the possibility for human errors 
and increases the accessibility and transparency of the banking business. This type of 
financial services appeals to digital natives, especially in developing countries such as 
India, but not so much to developed countries such as those of the EU and the USA (see 
Figure 15).  
 

5.2 Inappropriate regulation and potential negative effects of Fintech 

 
There are many positive characteristics, which justify people’s willingness to adopt block-
chain & cryptocurrencies, alternative payments solutions and Fintech investment and 
banking services. However, there are also threats related to this Fintech elements, which 
are rarely addressed but could have negative impact on the whole financial services 
sector. Potential negative effects are possible mainly due to the lack of appropriate reg-
ulation when it comes to the operations of Fintech companies, because technology de-
velops and expands quickly and the regulatory bodies of the EU, USA and India are not 
able to keep up with it, because their regulations are tailored to the operations of tradi-
tional financial services providers. As a result, big number of Fintech companies are not 
legitimized and have the freedom to operate as they please. 
 
A very good example of this is the blockchain & cryptocurrencies element, which is so 
sophisticated and advanced that only a handful of professionals are able to fully com-
prehend its real meaning and the purposes for which it can be used. Its anonymity and 
decentralized nature are useful when it comes to eliminating financial intermediation and 
cutting costs, but they can also be harmful as they can be used for illegal purposes such 
as money laundering, tax evasion and contraband transactions. A research by Athey et. 
al (2016: 4) showed that the Bitcoin has already been used as a means of payment for 
purchasing drugs and weaponry on dark-web platforms with an absolute value of $11 
billion. Due to the anonymity feature of Bitcoin, the people who were guilty of those 
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actions could not be identified. The inability to trace the origin and destination of trans-
actions makes it easier for people to commit financial crimes such as money laundering 
and tax evasion. Such actions could further diminish the general public’s trust in the 
financial services sector and worsen the already fragile reputation of the sector. 
 
Other very important threats related to Fintech are corruption of cybersecurity and data 
privacy infringement. In this era of digitalization and big data analytics, personal data is 
the holy grail not only for firms who want to obtain more customers but also for hackers 
and cybercriminals. A real-life example of corrupted cybersecurity and infringement of 
data privacy comes from the USA. A Fintech start-up, offering alternative payment solu-
tions assured their clients that their data was safe, but when a cyberattack corrupted 
their cybersecurity system the company jeopardized the financial and personal data of 
its clients (Prescott & Larose 2016). This example shows why it is important for the 
authorities in the EU, USA and India to bind Fintech companies by regulations and de-
mand that they provide top-notch cybersecurity and guarantee data privacy. 
 
So far, the EU has had the most advancement when it comes to regulating by introducing 
the PSD2 legislation, which aims to regulate all the companies which provide payments 
including Fintech companies, which fit the profile described in the legislation. However, 
the PSD2 is not enough, because even after its introduction around 31 percent of a 
sample of 282 companies were not subject to any kind of regulation (see Figure 12). In 
addition, the PSD2 covers only payment solutions providers and there are many other 
elements of Fintech that have not been addressed. India, on the other hand has com-
pletely banned the usage of cryptocurrencies as means of payment and it has established 
a working group of professionals that monitor the Fintech segment. The working group 
is certainly a good start, but unfortunately nothing more was done afterwards in terms 
of regulation of Fintech. As far as the USA goes, no real progress has been made as 
Fintech companies are not regulated on a federal level and only some lending and pay-
ments providers are subject to consumers’ protection regulations (Deloitte 2017: 5).  
 
If the EU, India and the USA authorities do not take action and work on finding a suitable 
manner in which they could regulate all elements of Fintech including blockchain & cryp-
tocurrencies, alternative payment methods and investment & banking, threats of cyber-
security corruption, data privacy infringement and utilization of Fintech services for illegal 
purposes could affect the financial services sector in a negative manner. 
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6 Conclusion 

 
This thesis aimed to explore the potential negative effects of the blockchain & crypto-
currencies, alternative payment methods and investment & banking elements of Fintech 
on the global financial services sector through the examples of the EU, India and the 
USA and attempted to answer the research question: ‘Could lack of proper regulation of 
Fintech lead to potential negative effects on the global financial services sector?’  
 
During the research it has been determined that majority of the literary sources were 
mainly focusing on the positive aspects of the aforementioned Fintech elements and only 
a handful of authors addressed the risks related to Fintech and the potential negative 
effects it could have on the financial services sector, which already has a bad reputation 
and its incumbents are blamed for causing the financial crisis of 2008.  
 
Although, the research was limited by time and resources constraints, I managed to find 
relevant information and empirical evidence which examined the influence of Fintech 
companies on traditional financial services providers, the reasons behind Fintech’s quick 
development and expansion along with details on the current status of Fintech regulation 
in the EU, USA and India. As a result of the research it was determined that current 
regulation of Fintech in the aforementioned regions is inappropriate and that it could 
lead to potential negative effects on the global financial services sector such as corrup-
tion of cybersecurity, infringement of data privacy and utilization of Fintech services for 
illegal purposes such as money laundering, tax evasion and contraband transactions. 
This statement is further supported by real-life examples of events when Fintech services 
were misused. Therefore, it can be concluded that indeed lack of proper regulation of 
Fintech could lead to potential negative effects on the global financial sector and further 
diminish people’s trust in the financial services sector and the financial system. 
 
Nonetheless, this thesis is only based on three elements of Fintech and focuses on sam-
ples from only three political and geographic regions i.e. the EU, India and the USA. 
Hence, further research and analysis of more arguments and data is necessary in order 
to be able to determine more potential negative effects that could arise from the lack of 
appropriate regulation of Fintech and to define measures with which the negative effects 
could be prevented. 
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